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What’s New in September

Congratulations to Michael on celebrat-
ing his first full year with us!

He came to us with a few years of IT sup-
port experience, and has quickly grown 
to be an indispensable part of our team.  
His current position as a 
Technical Specialist allows him 
to interact with our clients 
every day.  One of the things
our clients like best about 
Michael is his calm, 
understanding demeanor 
that allows him to fully 
understand a computer issue 
before diving in for the fix.  

Outside of his career, Michael likes to 
work on his house, rebuilding a ‘68 
Chevy truck, and hopes to get to his 
race car that is buried in the back of the 
garage someday!  Good luck with that 
one, Michael!
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“So, Tom, how goes the growth hacking?”

Security Bite:
Mobile Device Management

If you use a cell phone, tablet, or laptop for work, does it contain 
information that could be harmful if it got out, such as passwords, 

emails, bank accounts, etc.? Does it potentially con-
tain or have access to Protected Health Information? 

If so, it should be protected with Mobile Device 
Management, also known as MDM. This allows us to 
locate your device if it is lost, and remotely wipe off 

all the data if it falls into the wrong hands.

As a general rule, mobile devices should also be 
encrypted; all modern Androids and iPhones can be 
encrypted. You should also have a strong passcode; 

no “0000” or “1234.”


